Human Risk Management Platform (SaaS)

Annual / Induction Security Awareness Training

1. Initial Assessment
   - Risk, perception and knowledge test questions

2. Dynamic Allocation
   - Modules dynamically assigned to each employee, based on role and training needs

3. Module Completion
   - At the end of each module, submit feedback and rate them. (measure intention to comply)

4. Sentiment Analysis
   - User feedback is analysed using ML NLP to measure sentiment across the org.

5. Final Assessment
   - Risk, perception and knowledge test questions

Ongoing

- Improvement actions delivered, based on the human risk intelligence collected.

Phishing Simulations

- Users click or report phishing simulations. Training is delivered to those who click. Data is fed into the human risk score.

Human Risk Intelligence

Subjective Data

3rd Party Integrations

- CROWDSTRIKE
- slack
- COFENSE
- Bitdefender
- ArcSight
- Forcepoint
- service now
- Azure Sentinel
- Azure Active Directory